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In contexts which involve structured matrices, one often wants to exploit this structure
to accelerate computations with these matrices. In code-based cryptography, one wants also
this structure to be easily hidden. More precisely, the structure of the matrix, depending
on the code chosen by the cryptographer, has to be masked so that an adversary could not
recover the private key or the plaintext. First of all, I will show that sparsity for two different
metrics can be use to create codes that are decodable in polynomial time ; the first one is the
standard sparsity with a small number of nonzero entries (Moderate Density Parity Check
codes [2]]) whereas the second one uses matrices whose entries belong to a vector space
of small dimension (Low Rank Parity Check codes [3]]). I will use these two examples to
describe how their structure is hidden for cryptographic purposes (both code-based and rank-
based cryptography). I will also mention algebraic attacks on rank-based cryptosystems using
Grobner basis.
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